Vision 2022
Estonia is the most resilient digital society

Objective 1: Sustainable Digital Society
Estonia is a sustainable digital society relying on strong technological resilience and emergency preparedness.

- Developing technological resilience
- Ensuring cyber incident and crisis prevention, preparedness and resolution
- Fostering comprehensive governance and development of a cohesive cybersecurity community

Objective 2: Cybersecurity Industry, Research and Development
Estonian cybersecurity industry is strong, innovative, research-oriented and globally competitive, covering all key competences for Estonia.

- Supporting and promoting Estonian cybersecurity R&D and research-driven industry

Objective 3: Leading International Contributor
Estonia is a credible and capable partner in the international arena.

- Advancing substantial cooperation on cyber issues with strategic international partners
- Promoting sustainable cybersecurity capacity building across the globe

Objective 4: Cyber-literate Society
Estonia is a cyber literate society and ensures sufficient and forward-looking talent supply.

- Raising cybersecurity awareness among citizens, state and private sector
- Developing talent to meet the needs of both state and private sector

Fundamental principles
1. We consider the protection and promotion of fundamental rights and freedoms as important in cyberspace as in the physical environment.
2. We see cybersecurity as an enabler and amplifier of Estonia’s rapid digital development, which is the basis for Estonia’s socioeconomic growth. Security must support innovation and innovation must support security.
3. We recognise the security assurance of cryptographic solutions to be of unique importance for Estonia as it is the foundation of our digital ecosystem.
4. We consider transparency and public trust to be fundamental for digital society. Therefore, we commit to adhere to the principle of open communication.